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- Influencing relevant national and European legislation and regulation.
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Incorporation, membership and other information
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Glossary of terms

The following is a list of terms used throughout the information.

<table>
<thead>
<tr>
<th>Term</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>Havex</td>
<td>A type of remote access malware</td>
</tr>
<tr>
<td>IT</td>
<td>Information Technology</td>
</tr>
<tr>
<td>CPNI</td>
<td>Centre for the Protection of National Infrastructure</td>
</tr>
<tr>
<td>P&amp;ID</td>
<td>Piping and Instrumentation Diagram</td>
</tr>
<tr>
<td>IEC</td>
<td>International Electrotechnical Commission</td>
</tr>
<tr>
<td>SCADA</td>
<td>Supervisory Control And Data Acquisition</td>
</tr>
<tr>
<td>DMZ</td>
<td>Demilitarized Zone</td>
</tr>
<tr>
<td>ICS</td>
<td>Industrial Control Systems</td>
</tr>
<tr>
<td>CCTV</td>
<td>Closed Circuit Television</td>
</tr>
<tr>
<td>USB</td>
<td>Universal Serial Bus</td>
</tr>
<tr>
<td>Snort</td>
<td>A type of free and open source intrusion detection and protection system</td>
</tr>
<tr>
<td>ISA</td>
<td>International Society of Automation</td>
</tr>
<tr>
<td>VGB</td>
<td>Vereinigung der Grosskesselbesitzer (German power generators association)</td>
</tr>
<tr>
<td>NIST</td>
<td>National Institute of Standards and Technology (USA)</td>
</tr>
<tr>
<td>HSE</td>
<td>Health and Safety Executive (UK)</td>
</tr>
<tr>
<td>IEEE</td>
<td>Institute of Electrical and Electronics Engineers</td>
</tr>
<tr>
<td>SSL</td>
<td>Secure Sockets Layer</td>
</tr>
<tr>
<td>TLS</td>
<td>Transport Layer Security</td>
</tr>
<tr>
<td>VPN</td>
<td>Virtual Private Network</td>
</tr>
<tr>
<td>Wi-Fi</td>
<td>A wireless local area network based on IEEE standards.</td>
</tr>
</tbody>
</table>
Cyber security assessment process

This assessment process has been designed for use by an on-site engineer who has been tasked with making sure appropriate cyber security protection measures are in place. Written for those with limited prior knowledge, it should still be useful for others by providing a framework to maintain any existing protection measures and increase their confidence in a rapidly changing technical field.

It is predominately aimed at those working on physically contained sites but some further considerations for geographically distributed systems are given in Appendix D.

Process steps

Step 1. Define the roles and responsibilities.

Who has given you the task and are they ultimately the responsible person for the site’s cyber security and owner of the action plan? Are senior management aware of the responsibilities and potential risks and therefore prepared to provide necessary resource?

Conducting an initial audit can be a good way to raise both local and corporate management awareness. Useful examples such as the HAVEX incident can really help make the message relatable.

It is advisable to involve an I.T. representative at an early stage. Even though the systems are treated separately they will have (increasing) interactions and good co-operation is vital.

Step 2. Self-education

This should start with becoming very familiar with any relevant company policies and procedures, including those more focused on I.T. systems and the documentation for the system being assessed. Secondly, there is a need for general awareness training, for which particularly in terms of understanding current good practice, there is a considerable amount of existing guidance freely available, some of which is listed in Appendix A.

A number of third parties (including vendors) run various training courses. EEMUA would specifically recommend those run by the CPNI which includes a course designed for senior management.

Note: The main outcome required from this step is the ability to baseline the operations and systems being assessed.

Step 3. Documentation

There are two main activities within this step:

Step 3a. Firstly the identification of what inventory you have on site that could affect the control system. This is to include both hardware and software elements. Note: Make sure that the inventories themselves are managed and stored in a secure manner. It’s often interesting to ask colleagues about their awareness of document ‘classifications’ to make sure that they understand how certain documents are permitted to be handled and stored.
Step 3b. The second activity is to make sure you are confident of how the various pieces of equipment are connected. This activity is about knowing what you’ve got. A ‘P&ID’ diagram is not sufficient for this purpose as a detailed understanding of any system interconnections. Again, this is required for both hardware and software. How is the vendor’s system integrated into your plant? What protocols are used? What were their special needs and what were yours? You need to do a survey to document the site as built (including updates for any subsequent modifications).

The purpose of step 3 is to facilitate the assessment of risk, so that distinct areas of high and low risk can be identified, as can the data flows between them. In IEC standards terms these areas and flows are referred to respectively as Zones and Conduits.

The identification of wireless links, networks and their connectivity is particularly difficult. Devices may make irregular connections, may be members of more than one network, may sometimes be switched off or be off-site. Added to this there may be some uncertainty about range and coverage.

Note: The following steps should be straightforward if this step is properly completed, so don’t be afraid of spending a significant amount of time getting it right.

Step 4. Risk assessment

This step is further subdivided into two process (Quantitative and Qualitative assessments) which do not have to be done sequentially although there may be some benefit from that. The CPNI Good Practice Guide: Process Control and SCADA Security - Understand the Business Risk! provides useful advice on the general process and an example.

Note: For both types of risk assessment it’s important to make sure you are assessing the right thing. As opposed to individual pieces of equipment, more logical ‘chunks’ of systems should be considered. Boundaries for the chunks could include protocol changes, firewalls or different IP networks.

In practice assessments are often carried out hierarchically, with some method to move from the assessment of larger ‘chunks’ down to their constituent parts. It can be useful to do a high level risk analysis first. This is particularly so when it isn’t clear at the outset where to set the boundaries for the detailed risk assessment. A well-structured environment on a large industrial site might be expected to contain at the minimum:

- A business tier
- A DMZ (demilitarized zone)
- A plant control tier
- A safety tier
- A set of inter-connection rules

The inter-connection rules would be applied by firewalls placed between tiers and/or logical chunks. Note that to enforce effective separation, firewalls must be specified to be capable of filtering all the protocols in use in the tiers that they interconnect. Firewalls suitable for ICS/SCADA protocols are available but are not common, therefore it is important to be aware of a specific firewall’s capabilities (and whether it is correctly configured).

Step 4a. Quantitative assessment

Most companies will already have internal risk assessment procedures or at least a standard way of carrying them out. These will involve some means of attributing a number to both the likelihood of the risk occurring and the severity of the potential impact. Consideration must be
given however to the method’s suitability for Cyber Security i.e. does it allow for non-standard design of control system infrastructure, and if it outlines priorities such as availability vs. confidentiality, do they still hold for control systems.

This process should result in a “score” which can be used as a benchmark against future assessments.

It is important to involve all stakeholders in this process. Don’t rely on site engineers for this information – a survey is required to ensure an accurate list. There will be illogical dependencies (such as an HMI screen feeding data to a central system) or timestamp times derived from a non-primary source (another system) due to historic projects. Where such instances of poor design are uncovered it may be appropriate to put in place a fix, if possible, before completing the assessment.

It is advised to include all systems and then decide on whether they are in or out of scope during the assessment phase. For example, an emissions monitoring system may have no physical or software connection to the control system, but if it was compromised and made to read erroneously high, the station (and therefore the control system) may have to cease production to comply with Environmental legislation. Similar considerations may be true for CCTV, site security and fire systems.

**Step 4b. Qualitative assessment**

EEMUA members have found that methods like a ‘bow tie’ assessment may be used although other equally suitable approaches are available. CAUTION: A rigorous application of bow tie assessment may not work but the general methodology is applicable. An example of such an analysis for a generic site is contained in Appendix C.

*Note: This form of assessment or ‘gap analysis’ is useful to help prioritise improvement opportunities.*

It is vital to do this analysis with a mixed team and to make sure Operations are suitably involved. The assessment work itself can act as a very useful way to raise their levels of education and awareness on the topic. Consider whether you can attribute a KPI to each control measure in order to better monitor performance. Control measures need to be defined which are relevant and should be grouped as ‘enhanced’ and ‘normal’.

**Step 5. Time-bound Action plan**

There are a number of items which might be included in the Action Plan but the following are representative:

- Maintenance plan/activities – including patching
- Training / Education
- Re-engineering of networks
- Device hardening
- Password and media controls
- Authentication
- Physical security upgrade
- Encryption where possible
- Procedure writing
- Formal change procedures
- Configuration controls (including firewall configurations)
- Security incident response planning
- Disaster recovery/mitigation planning
- End-to-end testing
- Implementing quick wins
- Implementing good practice
- Walking the job
- Use of hardware and software discovery and inventory management tools

To which could be added:

- Implementation of extra good practice measures
Risk assessment 4b should have helped identify the ‘quick wins’. Typically they would be things like physical access control, USB and network port physical blockers, disabling of unused network switch ports, changing of default passwords and enforcement of password policies. Whitelisting can also be very effective, although it can be seen as onerous to implement and maintain (but possibly less onerous than frequent patching).

Extra good practice measures could include:

- Intrusion detection – use of tools such as SNORT
- Penetration testing
- Deployment of ICS/SCADA honeypots.

Extra good practice measures generally require a high level of specialist expertise but will provide potential benefits in identifying soft or attractive targets, the sources of attacks and the methods used.

The cyber security action plan should be included in the overall action plan for each site and assigned an appropriate priority consistent with business risk, so that there is high level ownership of risk with a hierarchy of ownership of each mitigation task and sub-task.

**Step 6. Continuous Improvement**

It is advised that at appropriate periodic intervals based on perceived risk the process is repeated by returning to Step 2. Re-evaluation may also be needed as a result of upgrades and changes. There is a quickly changing threat landscape, emerging technologies and cyber security responses should be used to define a shorter periodic interval than might otherwise be assumed. Continuous improvement should be used in refining the action plan implementation and risk assessment. It may be useful to note that many

EEMUA members are starting to assign permanent human resource to the ICS/SCADA cyber security role to make sure it doesn’t suffer from falling in between role responsibilities.
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References


Existing guidance

Useful guidance is available on cyber security topics from the following sources:

- ISA 99 / IEC 62433 – in preparation
- CPNI – extensive web site with many guides on various topics: http://www.cpni.gov.uk/
- VGB175 – particularly relevant to generating plant: http://www.vgb.org/
- NIST800: – various parts on particular topics: http://www.nist.gov/
- Future learn – Introduction to cyber security – a free on-line course: https://www.futurelearn.com/courses/introduction-to-cyber-security
- Manufacturer-led training courses
- Security company websites, eg ICS/SCADA specific:
- General:
  - Secunia: http://secunia.com/
  - Symantec: http://www.symantec.com/
  - Bluecoat: https://www.bluecoat.com/
  - Greycastle security: http://www.greycastlesecurity.com/
  - Vectra networks: http://www.vectranetworks.com/
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Good practice and possible easy wins

What is listed here may not be applicable or even possible in every case, and in any case should be considered on its merits for the risk environment. For example, extra locks for increased physical security might also carry a risk of not being able to access certain parts of the site sufficiently promptly to complete some time-critical operation.

- Don’t overlook physical security – door locks, alarms, CCTV.
- Devices should be password protected wherever technically feasible. Password strength should be enforced. Periodic password changes should be enforced as appropriate.
- Change default passwords. It can be most enlightening to do a Google search on the phrase “default password”. Hackers do it regularly.
- Change admin passwords. Try a Google search for “default admin password”. You should now be in no doubt that changing default passwords is necessary!
- Perform actions with the lowest feasible level of account privilege – the admin account should not be used for everything.
- Patch up-to-date where feasible.
- Secure network ports. This might be done, for example by use of software which implements the IEEE 802.1x standard to prevent devices connecting to the network without first authenticating. Be aware that this may still permit a determined attacker at least to gather information by listening on a network port. Physically preventing access to the ports with a lockable access plate or placing the device in a lockable cabinet are other possibilities.
- Secure device USB ports wherever technically feasible. This may be done using software which denies access to devices which aren’t recognised. However there may be technical limitations on this policy due to use of legacy hardware or software or incompatibility with the method of applying patches. Lockable port blockers to insert into USB sockets are also available, but many do not provide high security.
- Consider using encryption on storage media – hard disks (especially if removable or in laptops), USB devices, CDs and DVDs. This may not be feasible for backup and recovery media.
- Ensure that any on-site backup and recovery media are securely stored, for example in a data safe, with one or more recent copies also securely held off-site.
- Where remote access is permitted or on sites where physical security may be difficult to maintain, it may be appropriate to consider use of one or more of:
  - Link encryption.
  - Virtual Private Network (VPN).
  - IP tunnelling (SSL/TLS).
  - Two part authentication.
  - Failed authentication lockout timer.
  - Time-limited connection.
- Disable Wi-Fi if it isn’t needed. If it is, ensure that access is password protected with encryption on, and of the most secure level that the equipment supports. Better still, if the equipment only supports older security protocols, consider a wireless modem upgrade or replacement to support higher security. Remember that wireless networks are intrinsically insecure and even with the best encryption are vulnerable to an attack, given sufficient interception and analysis time.
- Disable Bluetooth and infra-red if they are not needed.
- Document site inventory and configuration and carry out periodic audits of both.


- Keep a record of logins and physical site access times, and identify any discrepancies.
- Remove the access credentials of those people (staff, contractors, vendors) who no longer need access.
- Ensure that access provided, physical or IT, is appropriate to role and work area.
- People who are entrusted with access to critical systems should be vetted to an appropriate level.

**What good looks like – how to make security work in the long term.**

The items listed above are a good basis for improvements, but inevitably will fall into disuse unless business structures are put in place which are supportive of them. At a minimum there should be:

**Procedures:**

- Business as usual – including backups, testing and periodic security reviews;
- Change and configuration management – including patching and rule changes;
- Security incident and emergency procedures.

**Architectural standards:**

- System rules - build and configuration – physical and logical;
- Connectivity rules – physical and logical – including firewalls and whitelisting.

The definition of these is beyond the scope of this information sheet.
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Risk assessment using the bow tie approach

In the bow tie approach there is a top event (manifestation of a hazard—an adverse event) which can be triggered by one or several threats. Barriers are provided to protect the system from these threats. The operation of the barriers may be impaired by various decay modes for which decay control measures need to be put in place. Further barriers need to be erected to prevent the hazard resulting in one or several adverse consequences.

The bow tie method has the advantage that for a particular hazard the possible preventive measures and the results of their erosion can be clearly seen. Likewise, given that a hazard has manifested itself, the barriers to its consequential impacts can be clearly seen. The following bow tie diagram is a simplified fragment of a bow tie assessment of the IT infrastructure of an industrial site. The principles used for this are outlined in Research Report RR 637 - Optimising hazard management by workforce engagement and supervision, published by the UK HSE.
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Special considerations for geographically remote sites

Physical security

For remote sites physical security is likely to be harder to maintain than for core sites. Even if a physical intrusion is detected it may be difficult to provide a prompt and adequate response. Therefore it is important that an intruder should encounter layers of security, which make mounting an attack a time-consuming business.

Wireless point-to-point links

These may be old technology, possibly analogue or possibly digital without encryption. A risk assessment should be done and mitigations identified, e.g. encryption applied to the end-to-end data flow. Link availability might be degraded through jamming. What impacts might that have? On links which have poor or non-existent security, man-in-the-middle attacks are a real possibility. What might be the consequences of missing, extra or altered messages and how might they be mitigated?

Remote access protocols

These should be disabled if not essential. Telnet in particular is an easy target for attackers. If at all possible it should be replaced with an end-to-end encrypted protocol such as SSL. If that isn’t possible then link encryption should be used.

Dial-up (modem) access

Dial-up (modem) access should be curtailed if possible. If not, then it should be permitted only with extra security measures in place such as those recommended for remote access, plus called number ring back to whitelisted numbers only. Access should be password controlled. Be aware that calling number identification can be spoofed and should not be relied upon.

Use of third parties

Whilst it may be economically attractive to use third parties (‘contractors’) to carry out operations at remote sites, there should be a mechanism for regular validation and audit of their activities. Non-disclosure agreements and penalty clauses are no substitute for consistent and demonstrable trustworthiness.
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